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Designing Anonymous Signature-Based Identity
Authentication Scheme for Ocean

Multilevel Transmission
Jun Ye , Xinhui Cao, and Shaoxiong Xie

Abstract—With the rapid development of exploration in the
ocean, identity authentication technologies have been applied in
marine data transfer environments to address the challenges of
security and privacy. However, sending data directly to the target
server is often challenging during the process of offshore data
transmission. Therefore, relay nodes are utilized to assist the
data transmission. To guarantee data security in this situation,
a multilevel data transmission identity authentication protocol
(AIAS-oceanMT) is introduced in this article, which is tailored
for the complex network conditions in the marine environment.
Based on elliptical curve and digital signature technologies,
two stages of authentication as identity authentication and data
authentication are offered. During data processing, only XOR
operations, hash computations, and elliptic curve cryptography
(ECC) operations are used, also, efficiency and security are
effectively balanced. The security of our protocol is supported
by a real-or-random (ROR) model. Furthermore, lower commu-
nication and computational overheads is demonstrated from our
protocol in comparative analyses on security feature with other
protocols, which is confirmed by the simulate experiment.

Index Terms—Anonymist, authentication, elliptic curve cryp-
tography (ECC), ocean security, provable security.

I. INTRODUCTION

THE RAPID development of the new generation of
information technology has promoted a high-level

integration of big data, the Internet of Things, satellite commu-
nications, artificial intelligence, and many technologies with
real industries. At the same time, it has also brought more
problems to marine information security. This brings chal-
lenges to marine informatization and digitalization, which also
brings opportunities for constructing a new marine information
security system.

On the one hand, building a “digital ocean” can effec-
tively manage and organize marine information resources and
use them in a more scientific, comprehensive, shared, and
sustainable manner to provide a strong guarantee for marine
informatization. An effective supportive tool can be provided
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to offer essential data and basic functions for marine scientific
research and management.

On the other hand, all devices need to go through the
authentication process before communicating with each other
so that the identity authentication will be one of the crucial
technologies to ensure the security of marine information.
According to the original intention of marine communica-
tion networks, devices can communicate and share data. If
devices communicate without identity authentication, impor-
tant information may be stolen by network attacks, which
affects the security of the system.

Traditional authentication models designed over the past few
decades cannot provide complete network protection. Network
attacks can be categorized into seven types as masquerading
attacks, man-in-the-middle attacks, denial-of-service attacks,
forgery attacks, guessing attacks, physical attacks, and routing
attacks. Different from other attacks on fake identities, the
attacker of masquerade attacks are would simulate the identity
of a legitimate user. Masquerade attacks can be divided
based on their method how the attacker attempts to imitate
an existing component or system, where attackers can also
act like legitimate users. Amin et al. [1] explained how to
protect the network from user simulated attacks during identity
authentication in their protocol. Wallrabenstein [2] proposed
a device authentication method using physical unclonable
function (PUF). Ganta et al. [3] discussed synthetic attacks
in auxiliary information, and Baig et al. [4] showed the
way to prevent synthetic attacks in noninteractive data pub-
lishing environments by combining sampling and generation.
Additionally, an adversary can steal identity authentication
data from the server during a current or past identity authen-
tication session. Then, the adversary can attempt to gain entry
into the server with leaked data.

A. Motivation

Marine networks typically consist of multiple devices as
sensors, fixed offshore platforms, satellites, and fixed land
platforms. These constitute a complex marine network envi-
ronment, which leads to the complexity of marine data
transmission and makes it difficult to ensure data security
and privacy. Additionally, traditional identity authentication
technology can not address these issues due to the limited
resource of devices. The devices collecting marine information
are generally far away from land so that the transmitting
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and authenticating of data is hard to complete in one step.
Therefore, it is needed to use relay devices for data forwarding.
However, the use of relay devices for information transmission
is vulnerable to adversary attacks. It may face security risks,
such as eavesdropping, tampering, counterfeiting, and replay
attacks. Based on the above difficulties, the primary motivation
of this article is to address the security issue of long-distance
data transmission under limited device resource. Therefore,
based on previous identity authentication methods, a multilevel
data transmission identity authentication protocol suitable for
the marine environment is proposed. With this protocol, data
transmission security problems can be addressed in long-
distance environments, and the security and privacy of data
transmission is better enhanced.

B. Research Contributions

In this article, a multilevel data transmission identity
authentication protocol suitable for marine environment was
proposed to solve the security problems of device identity
authentication and multinode data transmission. Since the data
is collected in the ocean, when the collection device sends data
out, it is not easy to transmit it all at once so that the help
of relay devices for data forwarding is required. Therefore, a
multilevel data transmission method is adopted. The collection
devices are responsible for collecting and encrypting ocean
data. The relay devices are responsible for forwarding the
data and verifying the identity of the data source devices.
The server is responsible for decrypting the data and verifying
identities of devices in the entire data transmission process.
This protocol is suitable for multinode transmission networks.
During the data transmission process, signature technology is
used to ensure the integrity of the data, and authentication
technology is used to ensure the authenticity and legality of
the devices. The following are the main contributions of our
protocol.

1) A multilevel data transmission and identity authenti-
cation protocol suitable for the marine environment is
proposed and applied to the secure transmission of
marine data collection. After each transmission, the
identity of the data sender is authenticated to verify the
legality and authenticity of the data.

2) While ensuring data security, elliptic curve point
multiplication is used more rarely. The experimental
comparative analysis shows that this solution effectively
reduced the computation overhead of devices.

3) While ensuring efficient communication, this solution
can track the entire data transmission process and
effectively resist the corruption of a single entity. The
performance analysis comparing this scheme to other
schemes reveals an effective reduction of communica-
tion overhead introduced by this scheme.

C. Paper Organization

The structure of this article is as follows. We will intro-
duce some related research in Section II. In Section III, we
will introduce some related knowledge and system overview
involved in the protocol. Then, we will focus on our proposed

solution in Section IV. Next, the security analysis of the res-
olution is conducted in Section V, and experimental research
and comparison are in Section VI. Finally, our solution is
summarized in Section VII.

II. RELATED WORK

With the rapid development of modern networks, applica-
tions of networks have entered all walks of life, in which we
must consider the reliability of the participants. Authentication
is an essential method in reliability assurance, which plays a
significant role in the network environment. In recent research,
Wei et al. [5] proposed a lightweight authentication key
protocol with privacy protection, effectively addressing the
issue of too much computational and communication overhead
in the AKA scheme. However, this protocol is unsuitable for
complex marine network environments considering the long-
distance transmission. Comparing with traditional identity
authentication methods, Wang et al. [6] proposed a method
using biological characteristics for identity authentication,
allowing a rapid identity recognition process and effectively
improving the overall efficiency of the system. However,
during the authentication process, the biometric method can
easily lead to the leakage of identity information and is
unsuitable for authentication between devices.

For early identity authentication protocols, Amin et al. [7]
proposed the key negotiation between users and the cloud
server following with an authentication phase employed with
bilinear pairing. In the Schemes [8], [9], [10], bilinear pair-
ing is also employed, ensuring user’s anonymity during the
identity authentication phase. However, bilinear pairing is
computationally expensive for resource-constrained devices. In
order to alleviate the aforementioned issues, Zhang et al. [11]
proposed to store critical data in the device ahead of the
authentication stage. However, this method did not solve the
problem but only had a mitigating effect.

In order to solve the identity authentication problem of
resource-constrained devices, Zheng et al. [12] designed a
new lightweight identity authentication protocol based on
PUF. This protocol effectively reduces computing and stor-
age overhead and is suitable for point-to-point IoT device
authentication. However, this protocol is extremely ineffi-
cient in multilevel transmission environments and is nearly
not usable in our research environment. Ding et al. [13]
designed a lightweight anonymous authentication protocol
based on elliptic curve cryptography (ECC) and signature
encryption technology, which effectively solves the problem
of resource-constrained devices and has low computing and
communication overhead. Wazid et al. [14] proposed a remote
user identity authentication protocol applied in a smart home
environment. This protocol effectively solve the above prob-
lems. However, it introduces other issues. It is challenging
to prevent disguised adversaries from penetrating the identity
authentication process, which leads to the leakage of identity
information. A lightweight identity authentication protocol for
wearable devices based on hash and XOR operations was
designed by Gope and Sikdar [15]. However, this protocol also
has some security implications.
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TABLE I
COMPARATIVE ANALYSIS BETWEEN THE CONTRIBUTIONS OF THIS ARTICLE AND EXISTING RESULTS

In the Internet of Things environment, various researchers
have proposed different identity authentication protocols to
address identity authentication challenges in specific contexts.
Without considering anonymous authentication, numerous
schemes like [16] and [17] have been validated for the authen-
tication of network device identities. Li et al. [18] proposed
a password negotiation scheme that does not offer anony-
mous authentication. Naveed Aman et al. [19] introduced an
authentication scheme grounded in dynamic energy tradeoffs,
specifying distinct security strategies tailored to the varying
security requirements across different environments to min-
imize resource consumption. For anonymous authentication,
Simplicio et al. [20] developed an identity authentication pro-
tocol that facilitates anonymity. Shen et al. [21] introduced a
lightweight certificate-free anonymous authentication protocol
with cloud assistance. However, traditional cloud deployment
is remote, which significantly impact computational overhead.
Concurrently, bilinear pairing is also an effective method for
anonymous authentication, but requiring substantial computa-
tional resources. Additionally, group signature technology is a
widely utilized anonymous authentication method.

The AKA protocol is a traditional authentication method for
securing communications, but it is hard to meet the escalating
security requirements. In order to address the authenti-
cation challenges faced by resource-constrained devices,
Chen et al. [25] introduced a lightweight AKA protocol based
on ECC. Throughout the protocol flow, authentication encryp-
tion relies only on Hash operations, XOR operations, and the
ECC algorithm, achieving a reduced computational overhead.
However, the communication overhead of this protocol is
relatively high. Lian et al. [26] proposed an authentication
protocol for IoT devices that employs power-efficient opera-
tions to minimize computational overhead. Nevertheless, the
computational overhead of this protocol remains elevated and
is not suitable for resource-constrained scenarios comparing to
other schemes. Roy et al. [27] put forward an authentication
and key exchange protocol for resource-constrained devices,
which utilizes computationally efficient operations to ensure
secure communication and incorporates the PUF technique
to generate device identity credentials to mitigating physical
attacks. However, it is limited to authentication between
devices in single-hop scenarios.

In order to solve the problem of multilevel data transmission
security, Aman et al. [28] proposed a multihop indirect data

transmission method to complete the whole communication
process with the help of other auxiliary devices, as well as
to complete the authentication of identity between devices
based on PUF. In order to protect data privacy, Yin et al. [29]
adopted fingerprint authentication technique to solve the pri-
vacy leakage problem and proposed a lightweight fingerprint
template with variable length to help resource-constrained
devices with data privacy protection. However, this scheme
has limited application scenarios and is difficult to meet the
communication authentication between devices. Li et al. [30]
proposed a lightweight ECC-based authentication scheme
that realizes revocable attributes. This scheme was applied
to authenticate between resource-constrained devices in a
power grid, achieving a low computational and communication
overhead. But the scheme is only applicable to single-hop
scenarios and cannot realize the authentication requirements
in multihop environments.

For the above party studies, we show the analysis result
of some schemes in Table I, containing the features of secu-
rity characteristics, whether considering resource-constrained
environments and whether resisting related security attacks.

Although all schemes above have good ideas on how
to realize secure authentication, we have to design a new
authentication protocol considering that the scenario of our
research is a marine open network environment and the goal of
guaranteeing the high efficiency of data transmission as well as
the security of data. Therefore, a multilevel data transmission
and identity authentication protocol for the marine environ-
ment is proposed in order to solve various problems in the
practical application environment.

III. PRELIMINARIES

A. System Model

The specific application of this solution is to ensure secure
communication between devices while transmitting data in
a marine open network environment. The data transmission
model is depicted in Fig. 1. This model comprises collection
devices, relay devices, and a server.

Collection Device: It possesses a unique identity ID and
a corresponding identity certificate, enabling it to perform
computing operations prescribed by the scheme.

Relay Device: It holds a pair of public and private keys,
along with a unique identity ID. Its public key is exposed.
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Fig. 1. Marine communication model.

Server: It is trustworthy and secure in this system.
Additionally, it is responsible for initializing the public param-
eters of this system and registering both collection and relay
devices.

B. Assumptions

The aim of this study is to address the challenge of
marine data transmission security within an open network
environment. Owing to the limited environment and device’s
performance, three entities are defined in this article as data
collection devices, relay devices, and the server. Within this
model, the server is considered trustworthy and secure. Relay
devices are considered secure but they are possible to be
corrupted. Data collection devices have limited resources, such
as memory, computing power, and responsiveness, whereas the
server possesses no such limitations. The placement of data
collection equipment relies on the location of relay equipment,
which is strategically planned based on the data collection
range. Meanwhile, the server is fixed onshore and possesses a
wide range of signal reception, large storage space, and strong
computation capabilities.

C. Security Requirements

The protocol described in this article must meet the follow-
ing security requirements.

1) Authentication is required for data transmission between
relay devices.

2) Data correctness authentication is required during data
transmission through multilevel relay devices.

3) Establishment of information about the data transmis-
sion process is needed, including the identity and
location of each relay node through which data is
transmitted.

4) Must ensure privacy by providing forward secrecy and
anonymity.

5) Must ensuring that the information in the memory of
each device is unattainable to prevent forgery attacks.

IV. PROPOSED PROTOCOL

In this section, a multilevel data transmission and identity
authentication protocol for the marine environment, which
is mainly applied to marine data collection, is described in
detail. And the research of this protocol is dedicated to address
the issue of oceanic data transmission security. The protocol
consists of three main phases: 1) the system initialization

TABLE II
NOTATION USED IN THIS ARTICLE

Symbol Significance 
Client Collec on device 
RD Relay device 
∆T Maximum transmission delay 
⨁, ∥ Bitwise XOR and concatena on 

opera ons,respec vely 
Eq(u, v) A non-singular ellip c curve : y2 = x3 +

ux + v(mod p) 
P A base point in Eq(u, v) 
x ∙ Q An ellip c curve point mul plica on x ∈ Zq

∗  
Q ∈ Eq(u, v) 

Kpri /Kpub  Public and Private key pair of Server is used 
for RD Kpub = Kpri ∙ P 

h(∙) A cryptographic (collision resistant) one-
way hash func on 

(s, Tpub ) Public and Private key pair of Server is used 
for client Tpub = s ∙ P 

(di, Qi) Public and Private key pair of RD Qi = di ∙ P 
{data}key  Encrypt data using AES 
ti  Current mestamps 
sign Signature Informa on 
Auth Authen ca on informa on 

phase; 2) the device registration phase; and 3) the authen-
tication and data decryption phase. During the initialization
phase, the server sets the system parameters and publishes
them. In the registration phase, each collection device and
relay node obtains its private key with the assistance of the
server. The collection device acquires its identity credentials,
while the relay node obtains other data. Finally, in the
authentication and data decryption phase, the original data
is transmitted to the server through many relay nodes. And
server verifies and decrypts the data. Additionally, to resist
replay attacks, timestamp authentication of communication
messages is employed within the current system. This is a
typical assumption suitable for authentication mechanisms in
various network environments. The notations listed in Table II
and their descriptions are utilized to discuss the phases in the
subsequent sections.

A. Initialization Phase

The server performs the following steps to select system
parameters.

Consider a nonsingular elliptic curve Eq(u, v) on a prime
(finite) field Zq = {0, 1, . . . , q − 1} with base point P of the
form y2 = x3 + ux+ v(mod p).

Next, the server chooses a conflict-resistant one-way hash
function with the form h : {0, 1}∗ → {0, 1}l, which accepts an
input string with arbitrary length and generates a fixed-length
output as a message digest (hash value).

The server then chooses a random secret value s ∈ Z∗q
and computes Tpub = s · P. It then chooses a random
number Kpri ∈ Z∗q as the system private key and com-
putes the corresponding system public key Kpub = Kpri · P.
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Fig. 2. System registration process.

And then the server publishes the public system parameters
{Eq(u, v), h(·), P, Kpub, Tpub}.

B. Registration Phase

Each collection device or relay device selects its iden-
tity (ID) and then sends it to the server through a secure
channel. The server generates the identity credentials HID =
h(id||s||Kpri) for the collection device. At the same time, the
server negotiates with the relay device to assist the relay device
in generating and saving the private key information di, and
the public information Qi = di ·P is published, and the server
generates information Ai = Kpri · Qi. After that, the service
sends information HID and Ai = Kpri · Qi to the collection
device and relay device, respectively. The process in detail is
shown in Fig. 2.

C. Authentication Phase

Step 1: The collection device selects a random number r∈
Z∗q and obtains the current timestamp t1. Next, it calculates
R = r · P, then it generates confusing identity information by
calculating MID = id⊕h(r ·Tpub) and the authentication code
MAC = h(id||HID||t1||R). At the same time, it calculates the
key = h(HID||t1||R). Using the key as the public key, they
encrypt the collected raw data with a symmetric encryption
algorithm (AES) to obtain the ciphertext data {data}key. After
that, it sends the message M = {t1, R, MAC, MID, {data}key}
to the relay device through the public channel at the time
corresponding to the timestamp of t1.

Step 2: After the relay device receives the request message
at time of timestamp t2, it first judges whether |t2 − t1|<�T .
If the condition is valid, it accepts the data, otherwise it gives
up the data received this time and sends a message to the
data source device requesting it to resend. The relay device
generates a random number ri ∈ Z∗q and computes Ni = ri ·Qj

(where Qj is the public key of the next device to receive the
data), Ri = ri · P and selects the temporary identity TIDi =
h(idi||ri) and the next timestamp t3, and then computes AIDi =
h(Ni) ⊕ TIDi and Authij = h(TIDi||Ri||t3||AiQj). Next, the
relay device computes the signature message signi = h(M ·
Qi)⊕Authij and the data message Mi = di ·M⊕ AiQj. When
the data is ready, it sends the data {signi, Mi, M, Ri, AIDi, t3}
over the co-channel to the next level of the relay device at the
time of timestamp t3.

Step 3: After the next level relay device receives the request
message at time of timestamp t4, it first judges whether |t4 −
t3|<�T . If the condition is valid, it accepts the data, otherwise
it discards the data received this time and sends a message
to the data source device to request it to resend. The current
relay device will calculate Nj = dj ·Ri, restore TIDi as TID′i =
AID⊕h(Nj), and then calculate Auth′ij = h(TID′i||Ri||t3||AjQi)

and (Mi ⊕ AjQi) · P. To authenticate the identity of former
relay device i, relay device j computes h((Mi ⊕ AjQi) · P)
and compares it with (signi ⊕ Auth′ij), if it is equal then
the authentication is successful. Next, the later device j also
generates the random number rj ∈ Z∗q as shown in the previous
step and computes N′j = rj · Qk (where Qk is the public key
of the relay device that will receive the data next) as well
as Rj = rj · P and selects the temporary identity TIDj =
h(idj||rj) and the timestamp t5 for next sending time. Then
AIDj = h(N′j)⊕ TIDj and Authjk = h(TIDj||Rj||t5||MjQk) are
computed. Finally, the relay device j computes the signature
message signj = h(Mi·Qj)⊕ Authjk and the data message Mj =
dj ·Mi⊕MjQk. It sends the data {signj, Mj, M, Rj, AIDj, t5} to
the next level of relay device through the co-channel at the
time for timestamp of t5.

Step 4: After the next level relay device receives the request
message at time t4, it first judges whether |t6− t5|<�T . If the
condition is valid, it accepts the data, otherwise it gives up the
data received this time and sends a message to the data source
device to request it to resend. The current relay device will
compute Nk = dk · Rj, restore TID′j = AID ⊕ h(Nk) and then
compute Auth′jk = h(TID′j||Rj||t5||AkQj) and (Mj ⊕ AkQj) · P.
The relay device (k) computes h((Mj⊕AkQj)·P) and compares
it with (signj ⊕ Auth′jk), if it is equal then the authentication
is successful. Then the device will verify the authenticity of
the received data after calculating the data to be sent, it will
calculate (Mj ⊕ AkQj)·P and send it to the higher -level data
transmission device of the received data device to verify the
data. The higher level device uses its own generated data Mi·Qj

to compare with (Mj⊕AkQj)·P, if it is not equal it means that
the device that generated the data Mj has tampered with the
data, otherwise the data is fine. The after follows the above
steps sequentially until the server receives the message.

The process in detail is shown in Fig. 3.

D. Data Parsing Phase

When the server receives the data after n times of relay node
transmission, id′ = h(s·R) ⊕MID, then find the corresponding
HID by id′.

If MAC′ = h(id′||HID||t1||R) compared withMAC of
authentication code, is equal, then the authentication succeeds,
otherwise it fails.

Then the server will calculate key′ = h(HID||t1||R) and
decrypt the data {data}key to get data.

The specific process is shown in Fig. 4.

V. SECURITY ANALYSIS

A. Correctness Proof

Theorem 1, we will prove the correctness of how
authentication is performed between devices and how the
server decrypts data in the AIAS-oceanMT protocol.
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Fig. 3. Authentication process.

Fig. 4. Data decryption process.

Theorem 1: In step 3, relay device j receives information
{signi, Mi, M, Ri, AIDi, t3}. First, the relay device j determines
whether the transmission time is within the specified range.
Second, the relay device j calculates Nj = dj · Ri, followed
with calculating TID′i = AIDi ⊕ h(Nj). After that, the
relay device uses Aj and Qi to calculate to obtain AjQi.
With the data obtained from the above operations, Auth′ij =
h(TID′i||Ri||t3||AjQi) can be calculated. At this point, we can
verify whether h((Mi⊕AjQi) ·P) and signi⊕Auth′ij are equal
to each other. Because Ni = ri · Qj = dj · Ri = Nj, TID′i =
AIDi ⊕ h(Nj) = h(Ni) ⊕ TIDi ⊕ h(Nj) = TIDi. Because
AiQj = Kpri ·QiQj = Kpri ·QjQi = AjQi, Auth′ij = Authij and
signi ⊕ Auth′ij = h(M · Qi)⊕ Authij ⊕ Auth′ij = h(M · Qi).

Also, we could infer that h((Mi ⊕ AjQi) · P) = h((di · M ⊕
AiQj⊕AjQi)·P) = h((di ·M) ·P) = h(M ·Qi). Finally, we can
prove that h((Mi ⊕ AjQi) · P) = signi ⊕ Auth′ij.

During the data decryption phase, the server receives the
message M, calculating s · R = s · r · P = r · Tpub and h(s ·
R) = h(r · Tpub). Because id′ = h(s · R) ⊕ MID = h(s ·
R) ⊕ id ⊕ h(r · Tpub) = id and MAC′ = h(id′||HID||t1||R) =
h(id||HID||t1||R) = MAC, the authentication is successful
when and only when the equation holds. While the authenti-
cation is successful, you could decrypt the number{data}key to
get data with a key of key′ = h(HID||t1||R) = key.

B. ROR Model-Based Formal Security Analysis

To verify the security of the proposed scheme, we used a
real-or-random (ROR) model for formal security analysis. The
details of ROR model and random oracles are as follows:

Participants: The participants associated with the protocol
include all entities throughout the protocol and each of them
holds a specific public and private key pair.

Partnering: Assuming that RDi and RDj have generated
a session with Authijand the identity of IDiand IDj. If RDi

and RDj have similar sessions in the acceptable state linked
directly to each other and the session have been completed
successfully, they will establish a partnership with one of them
acting as the initiator and the other acting as the responser.
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Freshness: If an adversary issues Reveal(RD), Execute and
Corrupt queries, it or its matching sessions are at risk. These
queries need to be requested before the key expires. Freshness
is used to distinguish fresh session keys from random session
keys.

An attacker can request the following queries to violate the
semantic security of the proposed protocol.

Send(RDj, RDk, M2): When this query is made, the adver-
sary will send a message M2 = {signj, Mj, M, Rj, AIDj, t5}
to RDk instead of RDj. RDk checks the validity of the
query and computes the authentication information Auth′jk =
h(TID′j||Rj||t5||AkQj) referring to the above process. And the
message (Mj ⊕ AkQj)·P will be returned.

Send(RDk, RDi): The adversary sends a message {(Mj ⊕
AkQj)·P} to the RDi in order to forge RDk. When the RDi

receives the message, it checks the value of the query and
computes the data validation information Mi ·Qj and validates
the data as mentioned above. If the condition is not satisfied
or the session expired, the query will be rejected.

Corrupt RD(RD): The adversary can obtain the device’s
identity and private critical information by running this query.

Execute (RD): It helps the adversary to obtain all the
information passed in the communication when the device
authenticated.

Reveal (RD): It simulates an attacker with leaked session
keys. If a key is generated, the device will return it as a
response to the query. Otherwise, it returns null.

Test: An attacker would need to implement Reveal(RD)

successfully to run this query in order to obtain the key and
violate semantic security. After receiving the query, Dev will
return null if no keys were generated. Otherwise, it tosses a
neutral coin. If the opponent’s guess (c′) and the tossed coin
(c) are equal, it provides the session key to the opponent.
Otherwise, it generates a random value of similar length and
returns it as the response.

Definition 1: Assume AdvAIAS−oceanMT
A (tp) as the advan-

tage of “adversary A running in polynomial time tp and
destroys the semantic security of the proposed protocol
(AIAS-oceanMT) so that it derive an advantage in terms of
authentication information (sign) between relay devices.” Then
AdvAIAS−oceanMT

A (tp) = |2 Pr [c′ = c] − 1|, where c and c′
denote the correct and guessed bits, respectively.

In addition, the one-way collision-resistant hash func-
tion and the Elliptic curve decision Diffie–Hellman problem
(ECDDHP) are, respectively, defined in Definitions 2 and 3 to
analyze the security of the proposed AIAS-oceanMT.

Definition 2: A deterministic function, such as h : {0, 1}∗ →
{0, 1}lb , is a one-way anti-collision hash function, if it produces
a fixed length lb with any length of input string x ∈ {0, 1}∗ and
the output string H(x) ∈ {0, 1}lb of b as a hash value or message
digest. Suppose the adversary A wants to find a hash collision.
Then, the advantage for A to attack the hash collision is provided
byAdvHash

A (th) = Pr [(x1, x2)← rA : x1 	= x2, h(x1) = h(x2)] is
provided, where Pr(X) denotes the probability of random event
X, and (x1, x2)← r A denotes that the pairing is randomly chosen
by A. A(η, t) shows a situation that adversary A attacks the
collision resistance of h(·) when AdvHash

A (th) ≤ η, the running
time of A is at most th.

Definition 3: Given an elliptic curve Eq(u, v) on an ellip-
tic curve point P, ECDDHP prescribes: for a quadruple <

P, l1.P, l2.P, l3.P >, to determine whether l3 = l1l2 or is still
a unity value where l1, l2, l3 ∈ Z∗q (= {1, 2, 3, . . . , q− 1}).

In Theorem 2, we will prove the semantic security of AIAS-
oceanMT.

Theorem 2: Suppose adversary A runs against our
scheme (AIAS-oceanMT) in polynomial time tp.
qh, |Hash|, AdvECDDHP

A (tp) denote the number of hash
queries, range space of one-way hash functions h(·) and
adversary A destroys the advantage of ECDDHP at time tp
(see Definition 3), then

AdvAIAS−oceanMT
A

(
tp

) ≤ q2
h

|Hash| + 2AdvECDDHP
A

(
tp

)
. (1)

Proof: In this article, we prove the theorem similarly to
other authentication protocols [23]. We have four games, say
Gamj(j = 0, 1, 2, 3), which are associated with the starting
and ending games Gam0 and Gam3, respectively. We define
Succ

Gamj
A as the event that adversary A can correctly guess a

random bit c in-game Gamj and the advantage of adversary A

in winning game Gamj is AdvAIAS−oceanMT
A,Gamj

= Pr[Succ
Gamj
A ].

A detailed discussion of these games is followed.
Gam0: Typically, starting the gameGam0 is the same as the

actual protocol executed under the ROR model. According
to the semantic security of AIAS-oceanMT as defined in
Definition 1, there are

AdvAIAS−oceanMT
A

(
tp

) =
∣∣
∣2 ∗ AdvAIAS−oceanMT

A,Gam0
− 1

∣∣
∣. (2)

Gam1: The Eavesdropping Attack has been modeled
in this game, where adversary A can intercept all the
communication messages M = {R, MID, MAC, t1, {data}key}
and MSGi = {Ri, AIDi, signi, Mi, ti}. Finally, A can
execute query Reveal and Test at the same time to
confirm whether the authentication information (sign)
between relay devices is a fixed number or a random
number or not. The computed authentication information
Authij = h(TIDi||Ri||t3||AiQj)= h(TID′i||Ri||t3||AjQi)= Auth′ij.
The computed authentication information h((Mi ⊕ AjQi) ·
P) = (signi ⊕ Auth′ij). It is worth noting that the security
of the identity message depends on the random number ri,
and the system private key kpri, while the security of the
authentication message depends on the security of the identity
message and the private key information of the device di,
which can not be known by eavesdropping the message M and
MSGi. Therefore, this eavesdropping attack does not increase
the probability that adversary A wins in game Gam1. As a
result, both game Gam0 and Gam1 become indistinguishable,
and we get the following result:

AdvAIAS−oceanMT
A,Gam1

= AdvAIAS−oceanMT
A,Gam0

. (3)

Gam2: This game contains the simulation of a hash query,
R, t1, MID and MAC in message M are randomized. Similarly,
Ri, AIDi, signi, Mi, ti are randomized in the message MSGi

(i is the number of the relay device). This is because the
involvement of random numbers and timestamps. Therefore,
collision can not occur when adversary A performs a hash
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query. Since Gam1 and Gam2 are indistinguishable except for
the simulation of the hash query contained in Gam2. As a
result of the birthday paradox, we have

∣∣∣AdvAIAS−oceanMT
A,Gam2

− AdvAIAS−oceanMT
A,Gam1

∣∣∣ ≤ q2
h

2|Hash| . (4)

Gam3: In this final game, Corrupt queries have been
implemented. Therefore, the attacker A can obtain the private
key information di, identity idi, and credential information
Ai based on the execution of such queries from the cor-
rupted device. In addition, A will have all the intercepted
messages M = {R, MID, MAC, t1, {data}key} and MSGi =
{Ri, AIDi, signi, Mi, ti}. In order to get the original information
data, adversary A needs to calculate key = h(HID||t1||R).
To get the key, the adversary must know the HID. As is
known, the HID contains the secret information assigned by
the server and the system’s private key, so the adversary can
not get the data. From another point of view, the adversary
destroys the transmitted data during transmission and we know
that the adversary wants to tamper with the information so
it is needed for the adversary to know the method to change
the authentication information but this is difficult due to the
ECDDHP’s intractability in polynomial bounded time, which
is computationally expensive. Since games Gam2 and Gam3
are indistinguishable from each other except for the inclusion
of the Corrupt query and the ECDDHP, the advantages would
follow the equation of:

∣
∣∣AdvAIAS−oceanMT

A,Gam3
− AdvAIAS−oceanMT

A,Gam2

∣
∣∣ (5)

≤ AdvAIAS−oceanMT
A

(
tp

)
.

Now, all the queries related to the above game have been
executed. Once the Reveal query and the Test query have been
executed, all that remains is to guess the random bit c. Thus,
we have

AdvAIAS−oceanMT
A,Gam3

= 1

2
. (6)

From (2), (3), and (6) it can be deduced that

1

2
∗ Adv

AIAS−oceanMT

A

(
tp

) =
∣∣∣∣AdvAIAS−oceanMT

A,Gam0
− 1

2

∣∣∣∣

=
∣∣∣AdvAIAS−oceanMT

A,Gam1
− AdvAIAS−oceanMT

A,Gam3

∣∣∣

≤
∣∣
∣AdvAIAS−oceanMT

A,Gam1
− AdvAIAS−oceanMT

A,Gam2

∣∣
∣

+
∣∣∣AdvAIAS−oceanMT

A,Gam2
− AdvAIAS−oceanMT

A,Gam3

∣∣∣. (7)

From (4), (5), and (7)

1

2
∗ Adv

AIAS−oceanMT

A

(
tp

)

≤ q2
h

2|Hash| + AdvECDDHP
A

(
tp

)
. (8)

Finally, multiplying both sides of (8) by 2 at the same time,
we get the desired result

AdvAIAS−oceanMT
A

(
tp

)

≤ q2
h

|Hash| + 2 ∗ AdvECDDHP
A

(
tp

)
. (9)

C. Scyther Tool

We have implemented the proposed scheme using the
Scyther Tool security authentication tool and demonstrated its
resistance against attacks. It is demonstrated that the proposed
protocol fulfills security claims, such as “Alive” for ensur-
ing aliveness, “Nisynch” for noninjective synchronization,
“Niagree” for noninjective agreement, “weakagree” for mini-
mum agreement, and “secret” for confidentiality, respectively.
The Scyther code and its corresponding evaluation results are
presented, respectively, in Figs. 5 and 6.

D. Informal Security Analysis

Anonymity: No one can know the true identity of other
devices. As mentioned earlier, devices communicate with hash
values of their true identities rather than true identities. When
authentication is required between devices, devices use their
own private key and other information to generate temporary
identity information and sent it to the next-level device. The
next-level device restores the data by using its private key
and the received information and then calculates the relevant
information to verify whether the identity of the information
source device is legitimate. During this process, no one would
reveal their accurate identity information. Therefore, even if
an opponent obtains relevant authentication request messages,
they can not obtain accurate identity information from this
information.

One-Way Authentication: Through analysis, we know that
only legitimate devices can generate legitimate request mes-
sages (AID) and calculate authentication information (Auth).
Therefore, devices can verify their identity information to
determine whether the other party is legitimate or not.

Forward Secrecy: As seen from the protocol, internal
information and index each device are unique. Additionally, a
randomly chosen parameter r, and a unique timestamp t are
used to establish the session key during authentication. Even
if the corresponding session key is briefly leaked, it will not
affect the confidentiality of communication data between other
sessions.

Replay Attack: Consider capturing all messages sent
between participants during the identity authentication and
data authentication process on a public channel. Now, adver-
sary may reuse this information to obtain more valuable data.
To mitigate this, the system should be synchronized in time
with each message containing a current timestamp. The replay
attack is limited because each replayed messages includes the
timestamps and nonces chosen by participants. Once an enemy
attempts to act replay attack, the scheme detects the replay
of old messages by verifying the relevant time information so
that the system could identify replayed messages and notice
the adversaries attempting to impersonate participants. And the
communications would be disrupted.

Man-in-the-Middle Attack: Considering an adversary cap-
turing all messages sent between participants during the
authentication and data authentication process on a public
channel, the adversary can now modify the transmitted mes-
sage to make the participant believe that the received message
originated from a legitimate participant. If the adversary
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usertype TimeStamp;
const P;secret idi,idj,di,dj ,Kpri,ri,rj;hashfunction h1;secret XOR: Function;secret ScalarMulti: Function;
macro Kpub = ScalarMulti(kpri, P); macro Qi=ScalarMulti(di, P); macro Qj=ScalarMulti(dj, P);macro TIDi=h1(idi,ri);macro TIDj=h1(dj,rj);
protocol AlAS-oceanMT (Relayi, Relayj){

role Relayi {
fresh t1: TimeStamp;
macro TIDi=h1(idi,ri); macro Ri=ScalarMulti(ri,P); macro Ni= ScalarMulti(ri,Qj); macro AlDi= XOR(h1(Ni),TIDi); macro AiQj= ScalarMulti(Kpri,Qi ,Qj);
macro Authi =h1(TIDi, Ri, AiQj, t1);

send_1(Relayi, Relayj,(AlDi,Authi,Ni ,t1));
var AlDj, Authj, Rj, t2;

recv_2( Relayj ,Relayi ,(AlDj,Authj,Rj,t2));
macro Betajhat = ScalarMulti(di,Rj);macro TIDjhat= XOR(h1(Betajhat),AlDj); macro AjQi=ScalarMulti(Kpri,Qj,Qi); macro Authjhat= h1(TIDjhat, Ri, AjQi ,t2);
match (Authjhat, Authj);

claim (Relayi,Secret,idi);claim (Relayi,Secret,idj);claim (Relayi, Alive);claim (Relayi, Nisynch);claim (Relayi, Niagree);claim (Relayi, Weakagree);
claim (Relayi, Commit, Relayj , ri,rj);
};

role Relayj {

var t1;recv_1(Relayi, Relayj,(AlDi,Authi, Ni,t1));

macro Alphaihat= ScalarMulti(dj,Ni); macro TIDihat=XOR(Alphaihat,AlDi); macro AiQi=scalarMulti(Kpri,Qj,Qi); match(AjQi,AiQj);macro Authihat=h1(TIDihat,Ni,AjQi,t1);
match (Authihat,Authi);

macro TIDj1 =h1(idj, rj);macro Betaj=ScalarMulti(rj,Qi); macro AlDj= XOR(h1(Betaj), TIDj1);macro Nj=ScalarMulti(rj,P);

fresh t2: TimeStamp;
macro Rj=ScalarMulti (rj,P);macro Authj=h1(TIDj1, Rj, AjQi, t2);

send_2 (Relayj ,Relayi ,(AlDj,Authj,Nj,t2));

claim (Relayj,Secret,idi);claim (Relayj,Secret,idj);claim (Relayj,Alive);claim (Relayj,Nisynch);claim (Relayj,Niagree);claim (Relayj,Weakagree);
claim (Relayj,Commit,Relayi,ri,rj);
};
};

Fig. 5. Scyther code of the proposed protocol.

attempts to modify the signature, they would need to alter both
d and R, which requires knowledge of the random secret r ∈
Z∗q and the device’s private key. To modify M, the adversary
would need access to the system’s private key information.
So that adversary cannot tamper with these messages without
specific knowledge of the device. Furthermore, attempts of
such an attack become impossible due to the utilization of
random numbers and the current timestamp, So the protocol
is resistant to “man-in-the-middle” attacks.

Impersonation Attack: To successfully execute this attack
and spoof the relay device, an attacker would need to know
Authij, Authjk and {(Mj ⊕ AkQj)·P} to be authenticated by
the protocol. However, the private key information d and
identity information id of each device are inaccessible through
external means, attackers are precluded from generating valid
information to forge authorized devices within the system.
This indicates that our proposed protocol is resistant to
impersonation attacks.

Privilege-Insider Attack: Devices not internally authorized
do not have access to device id and authentication information
in the network. Message AIDi = h(Ni)⊕ TIDi is sent during
the authentication process. But only device RDj can only
obtain TIDi( Ni = ri · Qj = dj · Ri = Nj).Thus, unauthorized
devices are prohibited from accessing other device id and
authentication information.

VI. COMPARATIVE ANALYSIS

In this section, we discuss the performance of the proposed
protocols in detail and analyze our scheme in comparison

with schemes [22], [23], [24]. Due to limited experimental
conditions, we have used secp192r1, secp256r1, and secp512r1
to test the scheme in terms of computation overhead and
communication overhead. The information of other parameters
in the experiment is listed the following tables. Given the
limited experimental conditions, the whole experiment is
simulated on a PC with Intel i7-7700HQ @ 2.80-GHz CPU,
8-Gb RAM, and 400-GB storage. The main implementation
of the experiment is done in Java, which provides rich APIs to
realize various algorithmic processes in the protocol. The hash
functions in this article are instantiated using SHA-256, and
the elliptic curve point multiplication and point addition oper-
ations are implemented using various mathematical formula
APIs provided by Java.

A. Computation Cost Comparison

When calculating the computational overhead of each oper-
ation, we use Tecm, Teca, and Th to represent the “elliptic curve
dot multiplication,” “elliptic curve dot addition” and “||” one-
way hash operation, respectively. In the proposed scheme, the
time required for the bitwise XOR operation is negligible, and
the time requirement of the “||” operation is also negligible.
The detailed experimental data are defined in Table III.

The specific computational overhead is calculated in
Table IV.

In our scheme, the data senders compute five elliptic curve
dot multiplication operations and four hash operations. On the
other hand, the data validators compute three elliptic curve
dot multiplication operations and three hash operations. The
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Fig. 6. Result of security analysis on the proposed protocol using Scyther tool.

TABLE III
OPERATION TIME CONSUMPTION

OPERATION
secp192r1 1.54ms 0.07ms 0.56ms
secp256r1 1.83ms 0.08ms 0.56ms
secp512r1 5.13ms 0.12ms 0.56ms

total computational cost for both parties can be inferred as
8Tecm + 7Th.

For different conditions, the computational overheads are as
follows:

For Condition 1: 8 × 1.54 + 7 × 0.56 = 16.24 ms.
For Condition 2: 8 × 1.83 + 7 × 0.56 = 18.56 ms.
For Condition 3: 8 × 5.13 + 7 × 0.56 = 44.96 ms.
In Hajian et al. [22], the data senders compute four elliptic

curve dot multiplication operations and seven hash operations.
And the data validators compute four elliptic curve dot
multiplication operations and seven hash operations. The total
computational cost for both parties is 8Tecm + 14Th.

For different conditions, the computational overheads are as
follows:

For Condition 1: 8 × 1.54 + 14 × 0.56 = 20.16 ms.
For Condition 2: 8 × 1.83 + 14 × 0.56 = 22.48 ms.
For Condition 3: 8 × 5.13 + 14 × 0.56 = 48.88 ms.

In Srinivas et al. [23], the data senders compute three elliptic
curve dot multiplication operations, seven hash operations
and one elliptic curve dot addition operation. While the
data validators compute three elliptic curve dot multiplication
operations, seven hash operations and one elliptic curve dot
addition operation. The total computational cost for both
parties comes to 6Tecm + 14Th + 2Teca.

For different conditions, the computational overheads are as
follows:

For Condition 1: 6 × 1.54 + 14 × 0.56 + 2 × 0.07
= 17.22 ms.

For Condition 2: 6 × 1.83 + 14 × 0.56 + 2 × 0.08
= 18.92 ms.

For Condition 3: 6 × 5.13 + 14 × 0.56 + 2 × 0.12
= 38.86 ms.

In Abbasinezhad-Mood and Nikooghadam [24], the data
senders compute four elliptic curve dot multiplication oper-
ations, five hash operations and one elliptic curve dot
addition operation with data validators compute four ellip-
tic curve dot multiplication operations, five hash operations
and one elliptic curve dot addition operation. The total
computational cost for both parties reaches a value of
8Tecm + 10Th + 2Teca.

For different conditions, the computational overheads are as
follows:
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TABLE IV
COMPARISON OF COMPUTATION COSTS DURING AUTHENTICATION PHASE

Message Sender Data Validator Total Time
Ours 5T +4T 3T +3T 8T +7T
[22] 4T +7T 4T +7T 8T +14T
[23] 3T +7T +1T 3T +7T +1T 6T +14T +2T
[24] 4T +5T +1T 4T +5T +1T 8T +10T +2T
[25] 3T +6T +1T 4T +4T +1T 7T +10T +2T
[31] 4T +4T +1T 4T +4T +1T 8T +8T +2T

For Condition 1: 8 × 1.54 + 10 × 0.56 + 2 × 0.07
= 18.06 ms.

For Condition 2: 8 × 1.83 + 10 × 0.56 + 2 × 0.08
= 20.4 ms.

For Condition 3: 8 × 5.13 + 10 × 0.56 + 2 × 0.12
= 46.88 ms.

In Chen et al. [25], the data senders compute three elliptic
curve dot multiplication operations, six hash operations and
one elliptic curve dot addition operation. The data validators
compute four elliptic curve dot multiplication operations,
four hash operations and one elliptic curve dot addition
operation. The total computational cost for both parties is
finally 7Tecm + 10Th + 2Teca.

For different conditions, the computational overheads are as
follows:

For Condition 1: 7 × 1.54 + 10 × 0.56 + 2 × 0.07
= 16.52 ms.

For Condition 2: 7 × 1.83 + 10 × 0.56 + 2 × 0.08
= 19.47 ms.

For Condition 3: 7 × 5.13 + 10 × 0.56 + 2 × 0.12
= 41.75 ms.

In Garg et al. [31], the data senders compute four elliptic
curve dot multiplication operations, four hash operations and
one elliptic curve dot addition operation. The data validators
computes four elliptic curve dot multiplication operations, four
hash operations and one elliptic curve dot addition operation.
The total computational cost for both parties can be calculated
as 8Tecm + 8Th + 2Teca.

For different conditions, the computational overheads are as
follows:

For Condition 1: 8 × 1.54 + 8 × 0.56 + 2 × 0.07
= 16.94 ms.

For Condition 2: 8 × 1.83 + 8 × 0.56 + 2 × 0.08
= 19.28 ms.

For Condition 3: 8 × 5.13 + 8 × 0.56 + 2 × 0.12
= 45.76 ms.

As can see from the computational overhead comparison
Fig. 7, our scheme has a smaller computational overhead
compared to other schemes, which is due to the initial design
in our scheme. We use more XOR operations and hash
operations to replace the more complex ECC dot addition and
ECC dot multiplication operations. And in our authentication
process, we use one-way authentication combined with data
authentication to ensure the security of the data in the entire
transmission process as well as the traceability of the trans-
mission process. Through the above methods, our protocol has
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Fig. 7. Computational cost of different protocols with multi-ECC parameters.

TABLE V
COMPARISON OF COMMUNICATION COSTS DURING

AUTHENTICATION PHASE

Communication Costs
Ours 1|ECC|+2|H|+1|T|
[22] 2|ECC|+4|H|+2|T|
[23] 2|ECC|+1|H|+2|T|
[24] 2|ECC|+2|H|
[25] 4|ECC|+6|H|
[31] 2|ECC|+6|H|+4|T|

lower computational overhead, which makes it more suitable
for the authentication of resource-constrained devices.

B. Communication Cost Comparison

In the communication overhead calculation of the scheme,
we test the scheme based on SECP128R1, SECP160R1 and
SECP192R1, where |H| represents the bits occupied after one-
way hash operation, and its value is constant at 256 bits,
and |T| represents the bits occupied by “timestamps,” and
its value is constant at 64 bits. The value of |T| represents
the bits occupied by the “timestamp,” which is constant at
64 bits. Details of communications overhead are shown in
Table V.

In our scheme, the communication overhead required to
implement the correlation algorithm for different conditions
are 1 × 192 + 2 × 256 + 1 × 647 = 768 bits,
1 × 256 + 2 × 256 + 1 × 64 = 832 bits, and
1 × 521 + 2 × 256 + 1 × 64 = 1097 bits, respectively.
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Fig. 8. Communication cost of different protocols with multi-ECC
parameters.

In Hajian et al. [22], the communication overhead required
to implement the related algorithms for different condi-
tions are 2 × 192 + 4 × 256 + 2 × 64 = 1536 bits,
2 × 256 + 4 × 256 + 2 × 64 = 1664 bits, and
2 × 521 + 4 × 256 + 2 × 64 = 2130 bits, respectively.

In Srinivas et al. [23], the communication overhead required
to implement the related algorithms for different conditions
are 2 × 192 + 1 × 256 + 2 × 64 = 768 bits,
2 × 256 + 1 × 256 = 2 × 64 = 832 bits, and
2 × 521 + 1 × 256 + 2 × 64 = 1426 bits, respectively.

In Abbasinezhad-Mood and Nikooghadam [24], the commu-
nication overhead required to implement the related algorithms
for different conditions are 2 × 192 + 2 × 256 = 896 bits,
2 × 256 + 2 × 256 = 1024 bits, and
2 × 521 + 2 × 256 = 1554 bits, respectively.

In Chen et al. [25], the communication overhead required to
implement the related algorithms for different conditions are
4× 192+ 6× 256= 2304 bits, 4× 256+ 6× 256= 2560 bits,
and 4 × 521 + 6 × 256 = 3620 bits, respectively.

In Garg et al. [31], the communication overhead required
to implement the related algorithms for different condi-
tions are 2 × 192 + 6 × 256 + 4 × 64 = 2176 bits,
2 × 256 + 6 × 256 + 4 × 64 = 2304 bits, and
2 × 521 + 6 × 256 + 4 × 64 = 2834 bits, respectively.

The communication overhead comparison showed in Fig. 8
reveals that our scheme has a smaller communication overhead
compared to other schemes. When we design the scheme, we
minimize the number of communication times in the whole
process. When each relay node transmits data, it only needs
to receive data from the previous relay node once without
transmitting data to the previous relay node. At the same
time, we perform data transmission authentication once after
every relay node. In the whole authentication process, all other
schemes need to communicate four times, while we only need
to communicate three times to realize the authentication and
data authentication.

VII. CONCLUSION

In this article, the security challenges associated with
long-range data transmission in the complex marine
network environment have been discussed and a protocol

(AIAS-oceanMT) for the marine environment is introduced.
Based on the (ECC) algorithm, this protocol is founded
as an alternative to traditional encryption methodologies.
With data transmission method through relay devices at
multiple stages proposed in AIAS-oceanMT, the issue of
long-distance transmission limitations could be effectively
addressed. At the same time, the mechanisms for both
identity and data authentication are also contained in this
protocol to ensure the security and privacy of data during
transmission. The security requirements is substantiated to
be reached through formalized security analysis within the
ROR framework. And the simulative experiments demonstrate
that lower computational and communication overheads are
significantly introduced with AIAS-oceanMT while ensuring
security.

In the future, we plans to undertake a practical deployment
in maritime settings, where a temporary platform will be
established to support relay devices. And data-gathering instru-
ments will be strategically dispersed throughout the marine
environment. The AIAS-oceanMT protocol would be actually
deployed and be rigorously tested under authentic and intricate
oceanic network conditions. The protocol’s applicability in the
real-world and its adaptability to the unique challenges posed
by the marine environment will be thoroughly evaluated and
it will provide crucial insights into its operational viability in
actual oceanic scenarios.

REFERENCES

[1] R. Amin, N. Kumar, G. P. Biswas, R. Iqbal, and V. Chang, “A light
weight authentication protocol for IoT-enabled devices in distributed
cloud computing environment,” Future Gener. Comput. Syst., vol. 78,
pp. 1005–1019, Jan. 2018, doi: 10.1016/j.future.2016.12.028.

[2] J. R. Wallrabenstein, “Practical and secure IoT device authentication
using physical unclonable functions,” in Proc. IEEE 4th Int. Conf.
Future Internet Things Cloud (FiCloud), Vienna, Austria, Aug. 2016,
pp. 99–106, doi: 10.1109/FiCloud.2016.22.

[3] S. R. Ganta, S. P. Kasiviswanathan, and A. Smith, “Composition attacks
and auxiliary information in data privacy,” 2008, arXiv:0803.0032.

[4] M. M. Baig, J. Li, J. Liu, X. Ding, and H. Wang, “Data privacy against
composition attack,” in Database Systems for Advanced Applications
(Lecture Notes in Computer Science 7238), S. Lee, Z. Peng, X. Zhou,
Y.-S. Moon, R. Unland, and J. Yoo, Eds. Heidelberg, Germany: Springer,
2012, pp. 320–334. Accessed: Mar. 20, 2024. [Online]. Available:
http://link.springer.com/10.1007/978-3-642-29038-1_24

[5] L. Wei, J. Cui, H. Zhong, I. Bolodurina, and L. Liu, “A
lightweight and conditional privacy-preserving authenticated key agree-
ment scheme with multi-TA model for fog-based VANETs,” IEEE
Trans. Dependable Secure Comput., vol. 20, no. 1, pp. 422–436,
Jan./Feb. 2023, doi: 10.1109/TDSC.2021.3135016.

[6] H. Wang et al., “Joint biological ID: A secure and efficient
lightweight biometric authentication scheme,” IEEE Trans. Dependable
Secure Comput., vol. 20, no. 3, pp. 2578–2592, May/Jun. 2023,
doi: 10.1109/TDSC.2022.3186999.

[7] R. Amin, S. H. Islam, G. P. Biswas, D. Giri, M. K. Khan,
and N. Kumar, “A more secure and privacy-aware anonymous user
authentication scheme for distributed mobile cloud computing envi-
ronments,” Security Commun. Netw., vol. 9, no. 17, pp. 4650–4666,
Nov. 2016, doi: 10.1002/sec.1655.

[8] S. Jegadeesan et al., “An efficient anonymous mutual authentication tech-
nique for providing secure communication in mobile cloud computing
for smart city applications,” Sustain. Cities Society, vol. 49, Aug. 2019,
Art. no. 101522, doi: 10.1016/j.scs.2019.101522.

[9] X. Zeng, G. Xu, X. Zheng, Y. Xiang, and W. Zhou, “E-AUA:
An efficient anonymous user authentication protocol for mobile
IoT,” IEEE Internet Things J., vol. 6, no. 2, pp. 1506–1519, Apr. 2019,
doi: 10.1109/JIOT.2018.2847447.

http://dx.doi.org/10.1016/j.future.2016.12.028
http://dx.doi.org/10.1109/FiCloud.2016.22
http://dx.doi.org/10.1109/TDSC.2021.3135016
http://dx.doi.org/10.1109/TDSC.2022.3186999
http://dx.doi.org/10.1002/sec.1655
http://dx.doi.org/10.1016/j.scs.2019.101522
http://dx.doi.org/10.1109/JIOT.2018.2847447


24322 IEEE INTERNET OF THINGS JOURNAL, VOL. 11, NO. 13, 1 JULY 2024

[10] L. Deng, T. Wang, S. Feng, Y. Qu, and S. Li, “Secure identity-based
designated verifier anonymous aggregate signature scheme suitable
for smart grids,” IEEE Internet Things J., vol. 10, no. 1, pp. 57–65,
Jan. 2023, doi: 10.1109/JIOT.2022.3199480.

[11] L. Zhang, Y. Ye, and Y. Mu, “Multiauthority access control with anony-
mous authentication for personal health record,” IEEE Internet Things J.,
vol. 8, no. 1, pp. 156–167, Jan. 2021, doi: 10.1109/JIOT.2020.3000775.

[12] Y. Zheng, W. Liu, C. Gu, and C.-H. Chang, “PUF-based mutual
authentication and key exchange protocol for peer-to-peer IoT appli-
cations,” IEEE Trans. Dependable Secure Comput., vol. 20, no. 4,
pp. 3299–3316, Jul./Aug. 2023, doi: 10.1109/TDSC.2022.3193570.

[13] X. Ding, X. Wang, Y. Xie, and F. Li, “A lightweight anonymous
authentication protocol for resource-constrained devices in Internet
of Things,” IEEE Internet Things J., vol. 9, no. 3, pp. 1818–1829,
Feb. 2022, doi: 10.1109/JIOT.2021.3088641.

[14] M. Wazid, A. K. Das, V. Odelu, N. Kumar, and W. Susilo, “Secure
remote user authenticated key establishment protocol for smart home
environment,” IEEE Trans. Dependable Secure Comput., vol. 17, no. 2,
pp. 391–406, Mar./Apr. 2020, doi: 10.1109/TDSC.2017.2764083.

[15] P. Gope and B. Sikdar, “Lightweight and privacy-preserving two-factor
authentication scheme for IoT devices,” IEEE Internet Things J., vol. 6,
no. 1, pp. 580–589, Feb. 2019, doi: 10.1109/JIOT.2018.2846299.

[16] P. Kumar, A. Gurtov, M. Sain, A. Martin, and P. H. Ha, “Lightweight
authentication and key agreement for smart metering in smart energy
networks,” IEEE Trans. Smart Grid, vol. 10, no. 4, pp. 4349–4359,
Jul. 2019, doi: 10.1109/TSG.2018.2857558.

[17] B. Ying and A. Nayak, “Lightweight remote user authentication protocol
for multi-server 5G networks using self-certified public key cryp-
tography,” J. Netw. Comput. Appl., vol. 131, pp. 66–74, Apr. 2019,
doi: 10.1016/j.jnca.2019.01.017.

[18] Q. Li, C.-F. Hsu, K.-K. R. Choo, and D. He, “A provably secure
and lightweight identity-based two-party authenticated key agreement
protocol for vehicular ad hoc networks,” Security Commun. Netw.,
vol. 2019, pp. 1–13, Dec. 2019, doi: 10.1155/2019/7871067.

[19] M. N. Aman, S. Taneja, B. Sikdar, K. C. Chua, and M. Alioto,
“Token-based security for the Internet of Things with dynamic energy-
quality tradeoff,” IEEE Internet Things J., vol. 6, no. 2, pp. 2843–2859,
Apr. 2019, doi: 10.1109/JIOT.2018.2875472.

[20] M. A. Simplicio Jr., M. V. M. Silva, R. C. A. Alves, and T. K. C. Shibata,
“Lightweight and escrow-less authenticated key agreement for the
Internet of Things,” Comput. Commun., vol. 98, pp. 43–51, Jan. 2017,
doi: 10.1016/j.comcom.2016.05.002.

[21] J. Shen, Z. Gui, S. Ji, J. Shen, H. Tan, and Y. Tang, “Cloud-
aided lightweight certificateless authentication protocol with anonymity
for wireless body area networks,” J. Netw. Comput. Appl., vol. 106,
pp. 117–123, Mar. 2018, doi: 10.1016/j.jnca.2018.01.003.

[22] R. Hajian, A. Haghighat, and S. H. Erfani, “A secure anony-
mous D2D mutual authentication and key agreement protocol
for IoT,” Internet Things, vol. 18, May 2022, Art. no. 100493,
doi: 10.1016/j.iot.2021.100493.

[23] J. Srinivas, A. K. Das, X. Li, M. K. Khan, and M. Jo, “Designing anony-
mous signature-based authenticated key exchange scheme for Internet of
Things-enabled smart grid systems,” IEEE Trans. Ind. Informat., vol. 17,
no. 7, pp. 4425–4436, Jul. 2021, doi: 10.1109/TII.2020.3011849.

[24] D. Abbasinezhad-Mood and M. Nikooghadam, “An anonymous ECC-
based self-certified key distribution scheme for the smart grid,” IEEE
Trans. Ind. Electron., vol. 65, no. 10, pp. 7996–8004, Oct. 2018,
doi: 10.1109/TIE.2018.2807383.

[25] Y. Chen et al., “ECC-based authenticated key agreement protocol for
industrial control system,” IEEE Internet Things J., vol. 10, no. 6,
pp. 4688–4697, Mar. 2023, doi: 10.1109/JIOT.2022.3219233.

[26] H. Lian, Y. Yang, and Y. Zhao, “Efficient and strong symmet-
ric password authenticated key exchange with identity privacy for
IoT,” IEEE Internet Things J., vol. 10, no. 6, pp. 4725–4734, Mar. 2023,
doi: 10.1109/JIOT.2022.3219524.

[27] S. Roy, D. Das, A. Mondal, M. H. Mahalat, B. Sen, and B. Sikdar,
“PLAKE: PUF-based secure lightweight authentication and key
exchange protocol for IoT,” IEEE Internet Things J., vol. 10, no. 10,
pp. 8547–8559, May 2023, doi: 10.1109/JIOT.2022.3202265.

[28] M. N. Aman, M. H. Basheer, and B. Sikdar, “Data provenance for
IoT with light weight authentication and privacy preservation,” IEEE
Internet Things J., vol. 6, no. 6, pp. 10441–10457, Dec. 2019,
doi: 10.1109/JIOT.2019.2939286.

[29] X. Yin, S. Wang, Y. Zhu, and J. Hu, “A novel length-flexible
lightweight cancelable fingerprint template for privacy-preserving
authentication systems in resource-constrained IoT applications,” IEEE
Internet Things J., vol. 10, no. 1, pp. 877–892, Jan. 2023,
doi: 10.1109/JIOT.2022.3204246.

[30] X. Li, C. Jiang, D. Du, M. Fei, and L. Wu, “A novel revocable
lightweight authentication scheme for resource-constrained devices in
cyber–physical power systems,” IEEE Internet Things J., vol. 10, no. 6,
pp. 5280–5292, Mar. 2023, doi: 10.1109/JIOT.2022.3221943.

[31] S. Garg, K. Kaur, G. Kaddoum, J. J. P. C. Rodrigues, and M. Guizani,
“Secure and lightweight authentication scheme for smart metering
infrastructure in smart grid,” IEEE Trans. Ind. Informat., vol. 16, no. 5,
pp. 3548–3557, May 2020, doi: 10.1109/TII.2019.2944880.

Jun Ye received the Ph.D. degree form Xidian
University, Xi’an, China, in 2017.

He is currently an Associate Professor and the
Ph.D. Supervisor with the School of Cyberspaces
Security, Hainan University, Haikou, China. His
research interests include applied cryptography, pri-
vacy protection, and cloud computing.

Xinhui Cao received the B.E. degree in software
engineering from Jiangxi Agricultural University,
Nanchang, China, in 2021. He is currently pursuing
the master’s degree in cyberspace security with
Hainan University, Haikou, Hainan, China.

His research interests include information security
and network security.

Shaoxiong Xie received the B.E. degree in
information security from Anhui University of
Technology, Maanshan, China, in 2020. He is cur-
rently pursuing the master’s degree in cyberspace
security with Hainan University, Haikou, Hainan,
China.

His research interests include privacy computing
and network security.

http://dx.doi.org/10.1109/JIOT.2022.3199480
http://dx.doi.org/10.1109/JIOT.2020.3000775
http://dx.doi.org/10.1109/TDSC.2022.3193570
http://dx.doi.org/10.1109/JIOT.2021.3088641
http://dx.doi.org/10.1109/TDSC.2017.2764083
http://dx.doi.org/10.1109/JIOT.2018.2846299
http://dx.doi.org/10.1109/TSG.2018.2857558
http://dx.doi.org/10.1016/j.jnca.2019.01.017
http://dx.doi.org/10.1155/2019/7871067
http://dx.doi.org/10.1109/JIOT.2018.2875472
http://dx.doi.org/10.1016/j.comcom.2016.05.002
http://dx.doi.org/10.1016/j.jnca.2018.01.003
http://dx.doi.org/10.1016/j.iot.2021.100493
http://dx.doi.org/10.1109/TII.2020.3011849
http://dx.doi.org/10.1109/TIE.2018.2807383
http://dx.doi.org/10.1109/JIOT.2022.3219233
http://dx.doi.org/10.1109/JIOT.2022.3219524
http://dx.doi.org/10.1109/JIOT.2022.3202265
http://dx.doi.org/10.1109/JIOT.2019.2939286
http://dx.doi.org/10.1109/JIOT.2022.3204246
http://dx.doi.org/10.1109/JIOT.2022.3221943
http://dx.doi.org/10.1109/TII.2019.2944880


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Helvetica
    /Helvetica-Bold
    /HelveticaBolditalic-BoldOblique
    /Helvetica-BoldOblique
    /Helvetica-Condensed-Bold
    /Helvetica-LightOblique
    /HelveticaNeue-Bold
    /HelveticaNeue-BoldItalic
    /HelveticaNeue-Condensed
    /HelveticaNeue-CondensedObl
    /HelveticaNeue-Italic
    /HelveticaNeueLightcon-LightCond
    /HelveticaNeue-MediumCond
    /HelveticaNeue-MediumCondObl
    /HelveticaNeue-Roman
    /HelveticaNeue-ThinCond
    /Helvetica-Oblique
    /HelvetisADF-Bold
    /HelvetisADF-BoldItalic
    /HelvetisADFCd-Bold
    /HelvetisADFCd-BoldItalic
    /HelvetisADFCd-Italic
    /HelvetisADFCd-Regular
    /HelvetisADFEx-Bold
    /HelvetisADFEx-BoldItalic
    /HelvetisADFEx-Italic
    /HelvetisADFEx-Regular
    /HelvetisADF-Italic
    /HelvetisADF-Regular
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /Times-Bold
    /Times-BoldItalic
    /Times-Italic
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryITCbyBT-MediumItal
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Average
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Average
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Recommended"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


